
How to enable the One-Time Code 2FA

There are now two options to choose between for the secondary option of our
two-factor authentication.

The default will remain a password and a memorable phrase, but individual
users can choose whether they want this, or they want a password and a one
time passcode emailed to them instead (every time they log in).

Firstly - a level 6 user will have to authorise that they allow this secondary
option on an organisation level.

Instruction 1: A Level 6 User will go to My Office > Settings > Details and
Options and tick to authorise they allow this:

After this has been done, individual users can then choose whether they want
their 2FA to be password and memorable phrase, or password and one-time
email (the default will remain memorable phrase unless the user changes this)
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Instruction 2: Individual users can go to My Office > Staff > Staff Details and
pick up the pencil next to their name, and scroll to choose from the options
below:

If the One-time passcode by email option is selected, then when the user next
logs in, it will email them the code.
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